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1
AUTHENTICATION METHOD AND
APPARATUS IN A COMMUNICATION
SYSTEM

PRIORITY

This application claims the benefit under 35 U.S.C. §119
(a) of a Korean patent application filed in the Korean Intel-
lectual Property Office on Feb. 9, 2011 and assigned Serial
No. 10-2011-0011522, the entire disclosure of which is
hereby incorporated by reference.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an authentication method
and apparatus in a communication system. More particularly,
the present invention relates an authentication method and
apparatus for ensuring security in information transmission
and reception between nodes.

2. Description of the Related Art

For a user to receive a network service in a communication
system, a service provider typically performs an authentica-
tion procedure to determine whether the user subscribed to
the network service and to authorize the user to access the
network service if the user is determined to have subscribed to
the network service. The authentication procedure may be
performed based on, for example, the Extensible Authentica-
tion Protocol (EAP).

The EAP is an authentication framework that supports
multiple authentication schemes in wired and wireless net-
works. EAP methods include EAP-Message Digest 5 (EAP-
MDS), EAP-Transport Layer Security (EAP TLS), Protected
EAP (PEAP), EAP for GSM Subscriber Identity Module
(EAP-SIM), and EAP for Universal Mobile Telecommunica-
tions System (UMTS) Authentication and Key Agreement
(EAP-AKA) according to authentication mechanisms. These
EAP methods are used in Ethernet, Wireless Local Area Net-
work (WLAN) (Institute of Electrical and Electronics Engi-
neers (IEEE) 802. 11), and Worldwide Interoperability for
MicroWave Access (WiMAX) (IEEE 802.16).

Meanwhile, various nodes such as smart phones and Inter-
net Protocol (IP) TVs that are equipped with IP-based com-
munication or wireless communication functions have been
recently emerged. Such nodes can exchange information
through the Internet or by wireless communication.

However, there is no specified method for performing
authentication between such nodes. As a result, security prob-
lems occur during information transmission and reception
between the nodes.

Therefore, a need exists for an authentication method for
ensuring security in information transmission and reception
between nodes.

The above information is presented as background infor-
mation only to assist with an understanding of the present
disclosure. No determination has been made, and no assertion
is made, as to whether any of the above might be applicable as
prior art with regard to the present invention.

SUMMARY OF THE INVENTION

Aspects of the present invention are to address at least the
above-mentioned problems and/or disadvantages and to pro-
vide at least the advantages described below. Accordingly, an
aspect of the present invention is to provide an authentication
method and apparatus in a communication system.
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2

Another aspect of the present invention is to provide a
method and apparatus for enabling authentication between
nodes in a communication system.

In accordance with an aspect of the present invention, a
method for authenticating a first node at a second authentica-
tion server in a communication system comprising the first
node registered to a first authentication server and a second
node registered to the second authentication server is pro-
vided. As part of the method an authentication request mes-
sage requesting authentication of the first node is received
from the second node, the authentication request message is
transmitted to the first authentication server, and upon receipt
of an authentication success message indicating successful
authentication of the first node from the first authentication
server, the authentication success message is transmitted to
the second node. The authentication request message com-
prises an Identifier (ID) of the first node, an ID of the second
node, and a first authentication code, and the authentication
success message comprises a Hash value of the ID of the
second node, a security key used for encrypted communica-
tion between the first node and the second node, and a second
authentication code.

In accordance with another aspect of the present invention,
a method for performing encrypted communication with a
first node at a second node in a communication system com-
prising the first node registered to a first authentication server
and the second node registered to a second authentication
server is provided. As part of the method an authentication
request message requesting authentication of the first node is
transmitted to the second authentication server, and upon
receipt of an authentication success message indicating suc-
cessful authentication of the first node from the second
authentication server, the encrypted communication is per-
formed with the first node. The authentication request mes-
sage comprises an ID of the first node, an ID of the second
node, and a first authentication code and the authentication
success message comprises a Hash value of the ID of the
second node, a security key used for the encrypted commu-
nication, and a second authentication code.

In accordance with another aspect of the present invention,
a method for authenticating a first node at a first authentica-
tion server in a communication system comprising the first
node registered to the first authentication server and a second
node registered to a second authentication server is provided.
As part of the method an authentication request message
requesting authentication of the first node is received from the
second authentication server, the first node is authenticated
using an ID of the first node comprised in the authentication
request message, a security key is generated for use in
encrypted communication between the first node and the
second node and a Hash value of an ID of the second node is
generated, if the authentication of the first node is successful,
and an authentication success message indicating successful
authentication of the first node is transmitted to the second
authentication server. The authentication request message
comprises the ID of the first node, the ID of the second node,
and a first authentication code and the authentication success
message comprises the Hash value of the ID of the second
node, the security key, and a second authentication code.

In accordance with another aspect of the present invention,
a method for performing encrypted communication with a
second node at a first node in a communication system com-
prising the first node registered to a first authentication server
and the second node registered to a second authentication
server. is provided. As part of the method upon receipt of a
request identity message comprising an ID of the second node
from the second node, a response identity message compris-
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ing an ID of'the first node is transmitted to the second node, an
authentication procedure is performed with the first authen-
tication server using the ID of the first node, a Hash value of
the ID of the second node is determined using the ID of the
second node, upon receipt of an authentication success mes-
sage indicating successful authentication of the first node and
a connection request message comprising a Hash value of the
ID of the second node from the second node, and if the
determined Hash value is equal to the Hash value comprised
in the connection request message, a connection response
message indicating that encrypted communication is possible
is transmitted to the second node and the encrypted commu-
nication is performed with the second node.

In accordance with another aspect of the present invention,
a second authentication server for authenticating a first node
in a communication system comprising the first node regis-
tered to a first authentication server and a second node regis-
tered to the second authentication server is provided. As part
of the second authentication server a receiver receives an
authentication request message requesting authentication of
the first node from the second node and receives an authen-
tication success message indicating successtul authentication
of the first node from the first authentication server, a trans-
mitter transmits the authentication request message to the first
authentication server, and transmits the authentication suc-
cess message to the second node, and a controller controls the
transmitter to transmit the authentication request message to
the first authentication server, upon receipt of the authentica-
tion request message, and to transmit the authentication suc-
cess message to the second node, upon receipt of the authen-
tication success message. The authentication request
message comprises an ID of the first node, an ID of the second
node, and a first authentication code, and the authentication
success message comprises a Hash value of the ID of the
second node, a security key used for encrypted communica-
tion between the first node and the second node, and a second
authentication code.

In accordance with another aspect of the present invention,
a second node for performing encrypted communication with
a first node in a communication system comprising the first
node registered to a first authentication server and the second
node registered to a second authentication server is provided.
As part of the second node a transmitter transmits an authen-
tication request message requesting authentication of the first
node to the second authentication server, a receiver receives
an authentication success message indicating successful
authentication of the first node from the second authentica-
tion server, and a controller controls the transmitter and the
receiver and operatively performs encrypted communication
with the first node, upon receipt of the authentication success
message. The authentication request message comprises an
ID of the first node, an ID of the second node, and a first
authentication code, and the authentication success message
comprises a Hash value of the ID of the second node, a
security key used for the encrypted communication, and a
second authentication code.

In accordance with another aspect of the present invention,
there is provided a first authentication server for authenticat-
ing a first node in a communication system comprising the
first node registered to the first authentication server and a
second node registered to a second authentication server is
provided. As part of the first authentication server a receiver
receives an authentication request message requesting
authentication of the first node from the second authentica-
tion server, a transmitter transmits an authentication success
message indicating successful authentication of the first node
to the second authentication server, and a controller controls
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the transmitter and the receiver, operatively receives the
authentication request message from the second authentica-
tion server, authenticates the first node using an ID of the first
node comprised in the authentication request message, gen-
erates a security key for use in encrypted communication
between the first node and the second node and a Hash value
of an ID of the second node, if the authentication of the first
node is successful, and operatively transmits the authentica-
tion success message to the second authentication server. The
authentication request message comprises the ID of the first
node, the ID of the second node, and a first authentication
code and the authentication success message comprises the
Hash value of the ID of'the second node, the security key, and
a second authentication code.

In accordance with a further aspect of the present inven-
tion, a first node for performing encrypted communication
with a second node in a communication system comprising
the first node registered to a first authentication server and the
second node registered to a second authentication server is
provided. As part of the first node a receiver receives a request
identity message including an ID of the second node, an
authentication success message indicating successful authen-
tication of the first node, and a connection request message
comprising a Hash value of the ID of the second node from the
second node, a transmitter transmits a response identity mes-
sage comprising an ID of the first node and a connection
response message indicating that encrypted communication
is possible to the second node, and a controller controls the
receiver and the transmitter, operatively transmits the
response identity message to the second node, upon receipt of
the request identity message from the second node, performs
an authentication procedure with the first authentication
server using the ID of'the first node, determines a Hash value
of'the ID of the second node using the ID of the second node,
upon receipt of the authentication success message and the
connection request message from the second node, compares
the determined Hash value with the Hash value comprised in
the connection request message, operatively transmits the
connection response message to the second node, if the cal-
culated Hash value is equal to the Hash value comprised in the
connection request message, and operatively performs the
encrypted communication with the second node.

Other aspects, advantages, and salient features of the
invention will become apparent to those skilled in the art from
the following detailed description, which, taken in conjunc-
tion with the annexed drawings, discloses exemplary embodi-
ments of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and other aspects, features, and advantages of
certain exemplary embodiments of the present invention will
be more apparent from the following description taken in
conjunction with the accompanying drawings, in which:

FIG. 1 illustrates a configuration of a related communica-
tion system;

FIG. 2 illustrates a signal flow for an authentication proce-
dure between a Network Access Server (NAS) and a terminal
in a related communication system;

FIG. 3 illustrates a configuration of a communication sys-
tem according to an exemplary embodiment of the present
invention;

FIG. 4 illustrates a signal flow for an authentication proce-
dure between nodes in a communication system according to
an exemplary embodiment of the present invention;
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FIG. 5 is a flowchart illustrating an operation for perform-
ing authentication with a second node at a first node in a
communication system according to an exemplary embodi-
ment of the present invention;

FIG. 6 is a flowchart illustrating an operation for perform-
ing authentication with a first node at a second node in a
communication system according to an exemplary embodi-
ment of the present invention;

FIG. 7 is a flowchart illustrating an operation for perform-
ing authentication for encrypted communication between a
first node and a second node at a second authentication server
in a communication system according to an exemplary
embodiment of the present invention;

FIG. 8 is a flowchart illustrating an operation for perform-
ing authentication for encrypted communication between a
first node and a second node at a first authentication server in
a communication system according to an exemplary embodi-
ment of the present invention;

FIG. 9 is a block diagram of a first node according to an
exemplary embodiment of the present invention;

FIG.10isablock diagram of'a second node according to an
exemplary embodiment of the present invention;

FIG. 11 is a block diagram of a second authentication
server according to an exemplary embodiment of the present
invention; and

FIG. 12 is a block diagram of a first authentication server
according to an exemplary embodiment of the present inven-
tion.

Throughout the drawings, like reference numerals will be
understood to refer to like parts, components and structures.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

The following description with reference to the accompa-
nying drawings is provided to assist in a comprehensive
understanding of exemplary embodiments of the invention as
defined by the claims and their equivalents. It includes vari-
ous specific details to assist in that understanding but these are
to be regarded as merely exemplary. Accordingly, those of
ordinary skill in the art will recognize that various changes
and modifications of the embodiments described herein can
be made without departing from the scope and spirit of the
invention. In addition, descriptions of well-known functions
and constructions may be omitted for clarity and conciseness.

The terms and words used in the following description and
claims are not limited to the bibliographical meanings, but,
are merely used by the inventor to enable a clear and consis-
tent understanding of the invention. Accordingly, it should be
apparent to those skilled in the art that the following descrip-
tion of exemplary embodiments of the present invention is
provided for illustration purpose only and not for the purpose
of limiting the invention as defined by the appended claims
and their equivalents.

It is to be understood that the singular forms “a,” “an,” and
“the” include plural referents unless the context clearly dic-
tates otherwise. Thus, for example, reference to “a compo-
nent surface” includes reference to one or more of such sur-
faces.

Exemplary embodiments of the present invention provide
an authentication method and apparatus in a communication
system. Particularly, exemplary embodiments of the present
invention provide a method and apparatus for enabling
authentication between nodes in a communication system. In
accordance with exemplary embodiments of the present
invention, the term “node” covers a broad range of devices
including, for example, a terminal, a TV, a vehicle, a scale, a
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6

Personal Digital Assistant (PDA), a laptop computer, and/or
the like. Nodes may be connected to one another by wireless
communication or through the Internet. According to exem-
plary embodiments of the present invention, nodes may be
included in the same or different networks.

According to exemplary embodiments of the present
invention, a TV connected to the Internet, and a terminal
operatively connected wirelessly to the TV may perform
mutual authentication for upload, download, and streaming
services between one another. For example, whena TV and a
terminal at different locations are connected to each other
through the Internet, the TV and the terminal may also per-
form mutual authentication. In addition, mutual authentica-
tion may be performed between a plurality of sensors and a
controller that manages and controls the plurality of sensors,
for transmission and reception of encrypted data. For
example, a scale connected to the Internet and a vehicle
connected wirelessly to the scale may perform mutual
authentication and thus share information such as informa-
tion about the weight of the vehicle between one another.
Terminals connected to one another through the Internet may
transmit and receive confidential materials (e.g., information)
after mutual authentication. In this manner, authentication is
facilitated between nodes so that the nodes may communicate
with each other with security in the exemplary embodiments
of the present invention.

Before describing exemplary embodiments of the present
invention, an authentication procedure between nodes in a
related communication system will first be described.

FIG. 1 illustrates the configuration of a related communi-
cation system according to an exemplary embodiment of the
present invention.

Referring to FIG. 1, the related communication system
includes an authentication server 100, a Network Access
Server (NAS) 120, and a terminal 140.

The authentication server 100 is responsible for authenti-
cation, authority verification, and accounting for an autho-
rized user. The authentication server 100 may be, for
example, an Authentication Authorization Accounting
(AAA) server in a home network, an Extensible Authentica-
tion Protocol (EAP) authentication server, or the like.

The NAS 120 is a client of the authentication server 100,
which may be an AAA client, an EAP authentication device in
an access network, or the like. The NAS 120 performs mutual
authentication with the authentication server 100 using
Remote Access Dial-In User Service (RADIUS) or Diameter.
RADIUS is a protocol for carrying information related to
authentication to manage network access. The RADIUS pro-
vides a standard of information exchange for authentication,
authorization, and accounting between the authentication
server 100 and the NAS 120. Diameter is a protocol that
ensures inter-domain mobility for roaming, security, compat-
ibility with lower-layer protocols, and service extension. The
Diameter is an information protection technology of provid-
ing a roaming service to wireless Internet and Mobile Internet
Protocol (IP) subscribers.

The terminal 140 is a device using the EAP. The terminal
140 performs mutual authentication with the authentication
server 100 by an EAP authentication procedure. The terminal
140 accesses a network through the NAS 120 in the following
authentication method. The terminal 140 transmits a network
access requestto the NAS 120 and transmits its authentication
information including its Identifier (ID) to the NAS 120.
Thereafter, the NAS 120 transmits the received authentica-
tion information to the authentication server 100 and the
authentication server 100 notifies the terminal 140 through
the NAS 120 whether the terminal 140 is authorized to access
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the network in an authentication procedure. After authentica-
tion, the terminal 140 accesses the network through the NAS
120 according to a granted authority.

As described before, the NAS 120 and the terminal 140
each may perform mutual authentication directly with the
authentication server 100. However, the NAS 120 and the
terminal 140 can perform mutual authentication, only
through the authentication server 100, not directly between
one another.

With reference to FIG. 2, an authentication procedure
between the NAS 120 and the terminal 140 will be described.

FIG. 2 is illustrates a signal flow for an authentication
procedure between a NAS and a terminal in a related com-
munication system.

Referring to FIG. 2, each of the NAS 120 and the terminal
140 detects the other’s identification (ID) in step 200. That is,
the NAS 120 detects an ID of the terminal 140 (hereinafter,
referred to as the terminal ID) and the terminal 140 detects an
1D of the NAS 120 (hereinafter, referred to as the NAS ID).
The terminal ID includes a Medium Access Control (MAC)
address of the terminal 140, and the NAS ID includes one of
a Service Set Identifier (SSID), a MAC address of the NAS
120, a Network Access Provider ID (NAPID), a Network
Service Provider (NAPID), and the like.

The NAS 120 transmits an EAP Request/Identity message
requesting a subscriber ID for network access to the terminal
140 using the detected terminal ID in step 202. In step 204, the
terminal 140 transmits an EAP Response/Identity message
including its subscriber ID to the NAS 120. For example, the
subscriber ID may include a combination of a domain name
and an 1D, such as ‘bob@ISP.com’.

Upon receipt of the subscriber ID, the NAS 120 transmits
a RADIUS Access Request message including the subscriber
1D, the terminal 1D, a Base Station (BS)-1D, the NAS ID, and
a Message Integrity Code (MIC) to the authentication server
100 in step 206. The MIC is a code generated based on a
security association established between the NAS 120 and the
authentication server 100, for use in protecting message
integrity.

In step 208, the authentication server 100 performs an EAP
authentication procedure for mutual authentication with the
terminal 140. The EAP authentication procedure is per-
formed using the subscriber ID and an ID of the authentica-
tion server 100 set for the EAP authentication procedure. That
is, the authentication server 100 transmits the subscriber 1D
and the terminal ID included in the RADIUS Access Request
message and the ID of the authentication server 100 to the
terminal 140, and the terminal 140 transmits the stored sub-
scriber 1D, the terminal ID, and the ID of the authentication
server 100 to the authentication server 100.

Each of the authentication server 100 and the terminal 140
authenticates the other by determining whether the respective
stored ID is identical to the received ID. If the mutual authen-
tication is successful, then each of the authentication server
100 and the terminal 140 generates a Master Session Key
(MSK). The MSK is used for encrypting a radio link between
the terminal 140 and the NAS 120.

In step 210, the authentication server 100 transmits a
RADIUS Access Response message to the NAS 120. The
RADIUS Access Response message includes information
indicating successful authentication of the terminal 140, the
MSK, and the MIC.

Upon receipt of the RADIUS Access Response message,
the NAS 120 transmits an EAP Success message to the ter-
minal 140 in step 212. The EAP Success message indicates
that authentication of the terminal 140 is successful in the
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authentication server 100 and thus a security association can
be established between the terminal 140 and the NAS 120.

Therefore, upon receipt of the EAP Success message, the
terminal 140 establishes a security association with the NAS
120 and conducts communication according to the security
association in step 214. Specifically, the terminal 140 and the
NAS 120 communicate with each other according to the
security association using the MSK generated in step 208 at
the terminal 140 and the MSK included in the received
RADIUS Access Response message at the NAS 120.

As described above, although a related communication
system may provide an authentication procedure, such an
authentication procedure can only be performed between a
node and a NAS. In other words, in related communication
systems, it is impossible to perform an authentication proce-
dure between nodes. Due to the need for secure communica-
tion between nodes, a method and system for performing
authentication between nodes in the related authentication
procedure are provided according to exemplary embodiments
of the present invention.

With reference to FIG. 3, a configuration of a communica-
tion system according to an exemplary embodiment of the
present invention will be described below.

FIG. 3 illustrates a configuration of a communication sys-
tem according to an exemplary embodiment of the present
invention.

Referring to FIG. 3, the communication system includes a
first authentication server 310, a second authentication server
320, a first node 330, and a second node 340.

The first authentication server 310 has, for example, a
domain named ‘domainl.com’ and stores information
required for authenticating nodes each having an ID includ-
ing the domain name ‘domainl.com’. Therefore, the first
authentication server 310 stores information related to the
firstnode 330. For example, the first authentication server 310
stores an ID of the first node 330 (hereinafter, referred to as
the first node ID) and a shared key generated during an EAP
authentication procedure that the first authentication server
310 performs with the first node 330. The first node ID may
be, for example, ‘nodel@domainl.com’. The first authenti-
cation server 310 and the first node 330 perform mutual
authentication using the shared key.

The second authentication server 320 has, for example, a
domain named ‘domain2.com’ and stores information
required for authenticating nodes each having an ID includ-
ing the domain name ‘domain2.com’. Therefore, the second
authentication server 320 stores information related to the
second node 340. For example, the second authentication
server 320 stores an ID of the second node 340 (hereinafter,
referred to as the second node ID) and a shared key generated
during an EAP authentication procedure that the second
authentication server 320 performs with the second node 340.
The second node ID may be, for example,
‘node2@domain2.com’. The second authentication server
320 and the second node 340 perform mutual authentication
using the shared key. The authentication procedure may be
performed between the second authentication server 330 and
the second node 340 by Protocol for Carrying Authentication
for Network Access (PANA), RADIUS, Diameter, any other
EAP transmission protocol, and/or the like.

The first and second authentication servers 310 and 320
may perform authentication directly or indirectly. For
example, for indirect authentication, an AAA proxy/server or
broker connected to both the first and second authentication
servers 310 and 320 or an AAA Web-of Trust may beused. An
authentication procedure may be performed between the first
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and second authentication servers 310 and 320 by PANA,
RADIUS, Diameter, any other EAP transmission protocol,
and/or the like.

It is impossible for the first node 330 registered to the first
authentication server 310 and the second node 340 registered
to the second authentication server 320 to authenticate each
other directly. Therefore, the first and second nodes 330 and
340 should perform authentication through the first and sec-
ond authentication servers 330 and 340. PANA or any other
EAP transmission protocol may be used for authentication
between the first and second nodes 330 and 340.

Now a detailed description will be given of an authentica-
tion procedure between the first and second nodes 330 and
340 with reference to FIG. 4.

FIG. 4 is a diagram illustrating a signal flow for an authen-
tication procedure between nodes in a communication system
according to an exemplary embodiment of the present inven-
tion.

Referring to FIG. 4, the second node 340 transmits an EAP
Request/Identity message to the first node 330 in step 400.
The EAP Request/Identity message may include the second
node ID (e.g. node2@domain2.com). If the second node 1D
has already been transmitted to the first node 330 before step
400, then the EAP Request/Identity message may not include
the second node ID.

Upon receipt of the EAP Request/Identity message, the
first node 330 transmits an EAP Response/Identity message
including the first node ID (e.g. node1 @domainl.com) to the
second node 340 in step 402. In step 404, the second node 340
transmits a first authentication request message requesting
authentication of the first node 330 to the second authentica-
tion server 320. The first authentication request message
includes the first node 1D, the second ID, and an MIC. The
MIC may include a Hash value to protect integrity of the first
authentication request message.

Upon receipt of the first authentication request message,
the second authentication server 320 determines whether the
MIC included in the first authentication request message is
identical to an MIC set for authentication with the second
node 340. If the received MIC is identical to the MIC set for
authentication with the second node 340, then the second
authentication server 320 determines that the first authenti-
cation request message is valid. The second authentication
server 320 performs authentication based on the second node
ID included in the first authentication request message to
determine whether the second node 340 was registered.

If the second node 340 is an authorized node, the second
authentication server 320 operates as follows to authenticate
the first node 330. The second authentication server 320
detects authentication server identification information from
the first node ID included in the first authentication request
message. The authentication server identification informa-
tion refers to information used to detect an authentication
server corresponding to the first node ID from among a plu-
rality of authentication servers. The authentication server
identification information, so-called realm information, may
be, for example, domain information about an authentication
server.

Because the first node ID is ‘nodel@domainl.com’
according to an exemplary embodiment of the present inven-
tion, the second authentication server 320 detects domain
information ‘domainl.com’ as the authentication server iden-
tification information. Then the second authentication server
320 identifies the first authentication server 310 correspond-
ing to the detected domain information ‘domainl.com’ from
among a plurality of authentication servers.
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Upon identifying the first authentication server 310, the
second authentication server 320 transmits a second authen-
tication request message to the first authentication server 310
in step 406. The second authentication request message relays
the first authentication request message to the first authenti-
cation server 310, including similar information to the infor-
mation included in the first authentication request message.
That is, similarly to the first authentication request message,
the second authentication request message includes the first
node ID, the second node ID, and an MIC. However, the MIC
included in the second authentication request message is
determined to protect the integrity of messages transmitted
and received between the first and second authentication serv-
ers 310 and 320, and thus the MIC included in the second
authentication request message is different from the MIC
included in the first authentication request message.

Upon receipt of the second authentication request mes-
sage, the first authentication server 310 determines whether
the MIC included in the second authentication request mes-
sage is identical to an MIC set for authentication with the
second authentication server 320. If the received MIC (i.e.,
the MIC included in the second authentication request mes-
sage) is identical to the MIC set for authentication with the
second authentication server 320, then the first authentication
server 310 performs an EAP authentication procedure with
the first node 330 using the first node ID included in the
second authentication request message in step 408.

Specifically, the first authentication server 310 transmits
the first node ID included in the second authentication request
message to the first node 330 and the first node 330 transmits
its ID to the first authentication server 310. Then the first
authentication server 310 determines whether the first node
330 is an authorized node by comparing the first node ID
included in the second authentication request message with
the ID received from the first node 330. In addition, the first
node 330 determines whether the first authentication server
310 has authenticated the first server 310 by comparing the ID
received from the first authentication server 310 with its ID.

If each of the first authentication server 310 and the first
node 330 determines that the authentication is successful,
then the first authentication server 310 generates and stores an
MSK. The MSK is used to establish a security association for
encrypted communication between the first and second nodes
330 and 340.

In step 410, the first authentication server 310 transmits a
first authentication success message to the second authenti-
cation server 320. The first authentication success message
includes a Hash value of the second node ID, the MSK, and
the MIC. The Hash value of the second node ID may be used
for the first node 330 to determine whether the second node
340 is suitable for encrypted communication with the first
node 330.

The Hash value of the second node ID may be generated
using a secret value shared between the first authentication
server 310 and the first node 300. The secret value may
include, for example, an Extended Master Session Key
(EMSK) based on the EAP or a key derived from the EMSK.
Equation 1 is an example of computing the Hash value of the
second node ID.

Hash(second node ID)=HMAC-SHA(second node
ID, EMSK) (1
In Equation 1, HMAC-Secure Hash Algorithm 1 (SHA1)
denotes a function of generating the Hash value of the second
node ID. According to equation 1, the Hash value of the
second node ID is generated by applying the second node ID
and the EMSK to HMAC-SHA1, by way of example. Accord-
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ing to exemplary embodiments of the present invention,
another function may be used to generate the Hash value of
the second node 1D (i.e., rather than using HMAC-SHAL1).

Upon successful receipt of the first authentication success
message, the second authentication server 320 transmits a
second authentication success message to the second node
340 in step 412. The second authentication success message
relays the first authentication success message to the second
node 340. The second authentication success message
includes similar information to the information included in
the first authentication success message. That is, similarly to
the first authentication success message, the second authen-
tication success message includes the Hash value of the sec-
ond node ID, the MSK, and the MIC. However, the MIC
included in the second authentication success message is
determined to protect the integrity of messages between the
second node 340 and the second authentication server 320.
The MIC included in the second authentication success mes-
sage is different from the MIC included in the first authenti-
cation success message which protects the integrity of mes-
sages between the first authentication server 310 and the
second authentication server 320.

Upon successful receipt of the second authentication suc-
cess message, the second node 340 may determine that the
first node 330 is an authorized node based on the information
included in the second authentication success message and
thus may acquire the MSK for a security association with the
first node 330.

In step 414, the second node 340 transmits an EAP Success
message to the first node 330. If the second node 340 has
already been authenticated by the first authentication server
310, then the second node 340 may not transmit the EAP
success message to the first node 330.

Because the EAP Success message cannot include addi-
tional payload, it does not include the Hash value of the
second node ID. Therefore, the second node 340 transmits an
EAP Request/Notification message including the Hash value
of the second node ID to the first node 330 in step 416.

The first node 330 calculates a Hash value of the second
node ID using the second node ID received in step 400 and the
EMSK by Equation 1 and determines whether the received
Hash value of the second node ID is equal to the calculated
Hash value of the second node ID. Subsequently, the first
node 330 transmits an EAP Response/Notification message
including the determination result to the second node 340 in
step 418.

If'the two Hash values are equal, the first and second nodes
330 and 340 establish a security association and communi-
cate based on the security association. For example, the MSK
may be used to establish the security association. The first
node 330 generates an authentication key using the MSK
generated in step 408 and the second node 340 generates an
authentication key using the MSK included in the second
authentication success message. Then the first and second
nodes 330 and 340 conduct encrypted communication using
the authentication keys.

While it has been described in the above exemplary
embodiment of the present invention that the second node 340
transmits the Hash value of the second node ID to the first
node 330, it may be further contemplated as another exem-
plary embodiment that instead of the second node 340 trans-
mitting the Hash value of the second node ID to the first node
330, the first authentication server 310 transmits the Hash
value of the second node ID to the first node 330. In such an
exemplary embodiment, the first authentication server 310
transmits the Hash value of the second node ID to the first
node 330 after authentication is successtul in step 408, and
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the first and second authentication success messages trans-
mitted in steps 410 and 412 do not include the Hash value of
the second node ID.

Although the signal flow proceeds in the order of the first
node 330, the second node 340, the second authentication
server 320, and the first authentication server 310 in the above
exemplary embodiment of the present invention, the signal
flow may proceed in the order of the second node 340, the first
node 330, the first authentication server 310, and the second
authentication server 320 in another exemplary embodiment
of the present invention. That is, the operations of the first
node 330, the second node 340, the second authentication
server 320, and the first authentication server 310 in FIG. 4 are
performed respectively by the second node 340, the first node
330, the first authentication server 310, and the second
authentication server 320 in another exemplary embodiment
of'the present invention. In such an exemplary embodiment of
the present invention, IDs included in each message transmit-
ted in the procedure of FIG. 4 are correspondingly changed to
IDs of the respective nodes and authentication servers.

With reference to FIGS. 5 to 8, exemplary operations of a
first node, a second node, a second authentication server, and
a first authentication server illustrated in FIG. 4 will be indi-
vidually described.

An exemplary operation of a first node will first be
described below with reference to FIG. 5.

FIG. 5 is a flowchart illustrating an operation for perform-
ing authentication with a second node at a first node in a
communication system according to an exemplary embodi-
ment of the present invention.

Referring to FIG. 5, the first node 330 receives an EAP
Request/Identity message including a second node ID from
the second node 340 in step 500.

The EAP Request/Identity message may be configured, for
example, in the following format illustrated in Table 1 below.

TABLE 1

Code=Request ID=.., Length=...

Data =“Hello! \
OPeerID=node2@domain2.com”

Type = Identity

Referring to Table 1, an EAP Request Header includes
Code, Id and Length fields and EAP Request Data includes
Type and Data fields in the EAP Request/Identity message.
The Code field provides information (e.g. Request) indicating
that the EAP Request/Identity message is a request message
and the ID field includes the ID of the EAP Request/Identity
message. The Data field includes data to be transmitted to a
node that will receive the EAP Request/Identity message and
the ID of the transmitter of the EAP Request/Identity mes-
sage.

Referring to Table 1, the data to be transmitted from the
second node 340 to the first node 330, ‘Hello!’, a NULL
character \0’, and the ID of the second node 340
‘PeerID=node2@domain2.com’ are set in the Data field, by
way of example. The Type field indicates the type of the EAP
Request/Identity message, being set to ‘Identity’ indicating
that this message includes ID information in Table 1, for
example. The Length specifies the length of'the data included
in the Data field.

The first node 330 transmits an EAP Response/Identity
message including a first node ID to the second node 340 in
response to the EAP Request/Identity message in step 502
and performs an EAP authentication procedure with the first
authentication server 310 in step 504.
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Ifthe authentication with the first authentication server 310
is successful, then the first node 330 generates an MSK for
future use in a security association with the second node 340.
In step 506, the first node 330 determines whether an EAP
Success message and an EAP Request/Notification message
including a Hash value of the second node ID have been
received. The format of the EAP Request/Notification mes-
sage may be given as illustrated in Table 2 below.

14

In step 604, the second node 340 transmits a first authen-
tication request message including the EAP Response/Iden-
tity message of the first node 330, the second node ID, and an
MIC to the second authentication server 320. The second
node 340 requests authentication to the second authentication
server 320 by the first authentication request message.

For example, the first authentication request message may
have the following format illustrated in Table 3 below.

TABLE 2 10 TABLE 3
Code=Request ID=., Length=... Reserved Message Length
Type = Data =“Hello! \ Flags Message Type
Notification OHash=3AB4040AF334EF319912” s Socsion Idontifior [~ PANA header
Sequence Number
Referring to Table 2, an EAP Request Header includes AVP Code AVP Flags _QXII: ;j;ﬁf:dfor
Code, ID and Length fields, and EAP Request Data includes AVP Length Reserved EAP response
Type and Data fields in the EAP Request/Notification mes- Code | Identifier | Length —header
sage. The Code field provides information (e.g. Request) 20 Type Data = <value of node-1-ID> _dng fesponse
indicating that the EAP Request/Notification message is a AVP Code AVP Flags | AVP header for
request message and the ID field includes the ID of the EAP AVP Length Reserved N2ID
Request/Notification message. The Data field includes data to | Data = <value of node-2-ID> | FN2ID data
be transmitted to a node that will receive the EAP Request/ AVP Code AVP Flags | AVP header for
Notification message and a Hash value of the ID of the trans- 2 AVP Length Reserved MIC
mitter of the EAP Request/Notification message. | Data = <value message authentication code> | N2ID data
Referring to Table 2, the data to be transmitted from the
second node 340 to the first node 330, ‘Hello!’, a NULL . o
character \0°, and the Hash value of the second node ID 30 Referring to Table 3, the first authentication request mes-

‘Hash=3AB4040AF334EF319912” are set in the Data field,
by way of example. The Type field indicates the type of the
EAP Request/Notification message. For example, as pro-
vided in Table 2, the Type field is set to “Notification’ indi-
cating that this message is a notification message. The Length
specifies the length of the data included in the Data field.

Meanwhile, upon receipt of the EAP Success message and
the EAP Request/Notification message in step 508, the first
node 330 generates a Hash value of the second node ID using
the second node ID and an EMSK in step 510 and compares
the generated Hash value ofthe second node ID with the Hash
value of the second node 1D included in the EAP Request/
Notification message in step 512.

In step 514, the first node 330 transmits an EAP Response/
Notification message to the second node 340 according to the
comparison result and establishes a security association with
the second node 340. That is, if the generated Hash value of
the second node ID is equal to the Hash value of the second
node ID included in the EAP Request/Notification message,
then the first node 330 transmits the EAP Response/Notifica-
tion message to the second node 340. Then the first node 330
establishes a security association with the second node 340
using the MSK generated in step 504 and conducts encrypted
communication with the second node 340 according to the
security association.

Now a description will be given of an exemplary operation
of a second node with reference to FIG. 6.

FIG. 6 is a flowchart illustrating an operation for perform-
ing authentication with a first node at a second node in a
communication system according to an exemplary embodi-
ment of the present invention.

Referring to FIG. 6, the second node 340 transmits an EAP
Request/Identity message including a second node ID to the
first node 330 in step 600 and receives an EAP Response/
Identity message from the first node 330 in step 602.

40

45

55

sage includes a PANA header, an Attribute Value Pairs (AVP)
header for EAP payload, an EAP response header, EAP
response data, an AVP header for N2ID, two N2ID data, and
an AVP header for MIC.

For example, the PANA header includes a Message [ength
field indicating the length of the first authentication request
message, a Flags field, a Message Type field indicating the
type of the first authentication request message, a Session
Identifier field, and a Sequence Number field.

As an example, the AVP header for EAP payload includes
an AVP Code field, an AVP Flags field, and an AVP Length
field.

As an example, the EAP response header includes Code,
Identifier, and Length fields. The EAP response data includes
a Type field and a Data field including the first node ID.

As an example, the AVP header for N2ID includes AVP
Code, AVP Flags, and AVP Length fields.

As an example, the upper N2ID data includes a Data field
including the second node ID. The lower N2ID data includes
a Data field including an MIC.

Meanwhile, the second node 340 receives from the second
authentication server 320 a second authentication success
message including an EAP Success message for the first node
330, a Hash value of the second node ID, an MSK, and an
MIC in step 606. Upon receipt of the second authentication
success message, the second node 340 is aware of success of
authentication at the second authentication server 320. Then
the second node 340 may acquire authentication information
for a security association with the first node 330, that is, the
Hash value of the second node ID and the MSK from the
second authentication success message.

The second authentication success message may be con-

figured in the following format illustrated in Table 4 below,
for example.
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TABLE 4
Reserved Message Length
Flags Message Type
Session Identifier PANAheader
Sequence Number
AVP Code AVP Flags AVP header for
AVP Length Reserved TEAP payload
EAP success
| Code | Identifier | Length | I— header
AVP Code AVP Flags AVP header for
AVP Length Reserved [ MSK
| Data = <MSK for node-1> | MSK data
AVP Code AVP Flags AVP header for
AVP Length Reserved _Hash(node 21D)
| Data = <Hashed value of node-2 ID> iﬁh(HOdeZID)
AVP Code AVP Flags AVP header for
AVP Length Reserved I MIC

| Data = <value message authentication code> ”—AAA server 2 data

Referring to Table 4, the second authentication success
message includes a PANA header, an AVP header for EAP
payload, an EAP success header, an AVP header for MSK,
MSK data, an AVP header for Hash(node 2ID), and Hash
(node 21D) data, an AVP header for MIC, and AAA server 2
data.

For example, the PANA header includes a Message Length
field indicating the length of the second authentication suc-
cess message, a Flags field, a Message Type field indicating
the type of the second authentication success message, a
Session Identifier field, and a Sequence Number field.

As an example, the AVP header for EAP payload includes
an AVP Code field, an AVP Flags field, and an AVP Length
field.

As an example, the EAP success header includes Code,
Identifier, and Length fields.

As an example, the AVP header for MSK includes AVP
Code, AVP Flags, and AVP Length fields.

As an example, the MSK data includes an MSK for
encrypted communication with the first node 330.

As an example, the AVP header for Hash(node2 ID)
includes AVP Code, AVP Flags, and AVP Length fields.

As an example, the Hash(node2 ID) data field includes
information for authenticating the second node 340, that is,
Hash(node2 ID) generated based on an EMSK of the first
node 330.

As an example, the AVP header for MIC includes AVP
Code, AVP Flags, and AVP Length fields.

The AAA server 2 data includes data to be transmitted to
the second authentication server 320, including an MIC.

In step 608, the second node 340 transmits the EAP Suc-
cess message and an EAP Request/Notification message
including the Hash value of the second node ID to the first
node 330. The second node 340 then monitors reception of an
EAP Response/Notification message from the first node 330
in step 610

In step 12, upon receipt of the EAP Response/Notification
message, the second node 340 establishes a security associa-
tion with the first node 330, determining completed authen-
tication with the first node 330. The second node 340 then
conducts encrypted communication with the first node 330
using the MSK included in the second authentication success
message.

With reference to FIG. 7, an exemplary operation of the
second authentication server 320 will be described below.
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FIG. 7 is a flowchart illustrating an operation for perform-
ing authentication for encrypted communication between a
first node and a second node at a second authentication server
in a communication system according to an exemplary
embodiment of the present invention.

Referring to FIG. 7, the second authentication server 320
receives from the second node 340 a first authentication
request message including an EAP Response/Identity mes-
sage of the first node 330, a second node ID, and an MIC in
step 700.

The second authentication server 320 detects authentica-
tion server identification information (e.g. domain informa-
tion) from a first node ID included in the first authentication
request message and identifies an authentication server cor-
responding to the detected authentication server identifica-
tion information from among a plurality of authentication
servers. According to the exemplary embodiment of the
present invention illustrated in FIG. 7, the second authentica-
tion server 320 detects information about a domain managed
by the first authentication server 310, ‘domainl.com’ from
the first node ID and thus identifies the first authentication
server 310.

Upon identifying the first authentication server 310, the
second authentication server 320 transmits a second authen-
tication request message to the first authentication server 310
using information included in the first authentication request
message in step 702. The second authentication request mes-
sage is used to relay the first authentication request message
to the first authentication server 310, including the first node
1D, the second node ID, and an MIC similar to the information
included in the first authentication request message. The sec-
ond authentication request message is configured in a similar
format to the format of the first authentication request mes-
sage illustrated in Table 3. For example, the second authen-
tication request message may be the same as the first authen-
tication request message in format except that the second
authentication request message includes a different MIC
from the MIC included in the N2ID data field at the lowest of
Table 3.

In step 704, the second authentication server 320 receives
a first authentication success message including an EAP Suc-
cess message forthe firstnode 330, a Hash value ofthe second
node ID, an MSK, and an MIC from the first authentication
server 310 in step 704. The first authentication success mes-
sage is configured in a similar format to the format of the
second authentication success message illustrated in Table 4.
For example, the first authentication success message may be
the same as the second authentication success message in
format except that the first authentication success message
includes a different MIC from the MIC included in the AAA
server? data field at the lowest of Table 4.

In step 706, the second authentication server 320 transmits
a second authentication success message to the second node
340 using the information included in the first authentication
success message. The second authentication success message
is used to relay the first authentication success message to the
second node 340, including the same information as included
in the first authentication success message except for an MIC.

With reference to FIG. 8, an exemplary operation of a first
authentication server will be described below.

FIG. 8 is a flowchart illustrating an operation for perform-
ing authentication for encrypted communication between a
first node and a second node at a first authentication server in
a communication system according to an exemplary embodi-
ment of the present invention.

Referring to FIG. 8, the first authentication server 310
receives a second authentication request message including
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an EAP Response/ldentity message of the first node 330, a
second node ID, and an MIC from the second authentication
server 320 in step 800. In step 802, the first authentication
server 310 performs an EAP authentication procedure with
the first node 330 using the information included in the sec-
ond authentication request message.

If the first node 330 is authenticated in the EAP authenti-
cation procedure, then the first authentication server 310 gen-
erates an MSK and calculates a Hash value of the second node
1D in step 804. In step 806, the first authentication server 310
transmits a first authentication success message including an
EAP Success message for the first node 330, the Hash value of
the second node ID, the MSK, and an MIC to the second
authentication server 320.

Configurations of a first node, a second node, a second
authentication server 320, and a first authentication server,
according to exemplary embodiments of the present inven-
tion, will be described with reference to FIGS. 9 to 12.

An exemplary configuration of the first node 330 will first
be described with reference to FIG. 9.

FIG. 9 is a block diagram of a first node according to an
exemplary embodiment of the present invention.

Referring to FIG. 9, the first node 330 includes a transmit-
ter 910, a receiver 920, a memory 930, and a controller 900.

The transmitter 910 and the receiver 920 perform a wire-
less communication function of the first node 330. For
example, the transmitter 910 transmits an EAP Response/
Identity message and an EAP Response/Notification message
to the second node 340, and transmits EAP-based messages to
the first authentication server 310, for authentication with the
first authentication server 310.

As an example, the receiver 920 receives an EAP Request/
Identity message, an EAP Success message, and an EAP
Request/Notification message from the second node 340, and
receives EAP-based messages from the first authentication
server 310, for authentication with the first authentication
server 310.

The memory 930 is configured to store information. For
example, the memory 930 stores a first node ID, an MSK
generated in the authentication procedure with the first
authentication server 310, a second node ID included in the
EAP Request/Identity message, an EMSK used to generate a
Hash value of the second node ID, and a Hash value of the
second node ID included in the EAP Request/Notification
message.

The controller 900 provides overall control to the first node
330. In particular, the controller 900 operatively controls the
transmitter 910, the receiver 920, and the memory 930. Spe-
cifically, upon receipt of the EAP Request/Identity message
including the second node 1D, the controller 900 transmits the
EAP Response/Identity message including the first node ID
to the second node 340 through the transmitter 910.

According to exemplary embodiments of the present
invention, the controller 900 performs the EAP authentica-
tion procedure with the first authentication server 310. If the
authentication with the first authentication server 310 is suc-
cessful, then the controller 900 generates the MSK for use in
a security association with the second node 340 and stores the
generated MSK in the memory 930.

Upon receipt of the EAP Success message and the EAP
Request/Notification message including the Hash value of the
second node ID, the controller 900 generates a Hash value of
the second node using the stored second node ID and EMSK.
Subsequently, the controller 900 compares the generated
Hash value of the second node ID with the Hash value of the
second node ID included in the EAP Request/Notification
message. If the two Hash values of the second node ID are
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equal, then the controller 900 transmits the EAP Response/
Notification message to the second node 340 through the
transmitter 910.

The controller 900 establishes a security association with
the second node 340 using the MSK and conducts encrypted
communication with the second node 340 according to the
established security association.

With reference to FIG. 10, an exemplary configuration of a
second node will be described.

FIG.101s ablock diagram of a second node according to an
exemplary embodiment of the present invention.

Referring to FIG. 10, the second node 340 includes a trans-
mitter 1010, a receiver 1020, a memory 1030, and a controller
1000.

The transmitter 1010 and the receiver 1020 perform a wire-
less communication function of the second node 340. For
example, the transmitter 1010 transmits an EAP Request/
Identity message including a second node ID, an EAP success
message, and an EAP Request/Notification message to the
first node 330. The transmitter 1010 also transmits a first
authentication request message to the second authentication
server 320.

As an example, the receiver 1020 receives an EAP
Response/Identity message and an EAP Response/Notifica-
tion message from the first node 330 and receives a second
authentication success message from the second authentica-
tion server 320.

The memory 1030 is configured to store information. For
example, the memory 1030 stores a first node ID included in
the EAP Response/Identity message, an MIC set for trans-
mitting and receiving encrypted messages to and from the
second authentication server 320, and a Hash value of the
second node ID and an MSK included in the second authen-
tication success message.

The controller 1000 provides overall control to the second
node 340. In particular, the controller 1000 operatively con-
trols the transmitter 1010, the receiver 1020, and the memory
1030. Specifically, the controller 1000 transmits the EAP
Request/Identity message including the second node ID to the
first node 330 and receives the EAP Response/Identity mes-
sage including the first node 1D from the first node 330.

In addition, the controller 1000 transmits the first authen-
tication request message including the EAP Response/Iden-
tity message received from the first node 330, the second node
ID, and the MIC to the second authentication server 320.
Upon receipt of the second authentication success message
including the EAP Success message for the firstnode 330, the
Hash value of the second node, the MSK, and the MIC from
the second authentication server 320, the controller 1000
transmits the EAP Success message and the EAP Request/
Notification message including the Hash value of the second
node ID to the first node 330.

Upon receipt of the EAP Response/Notification message
from the first node 330, the controller 1000 establishes a
security association with the first node 330, and determines
that the authentication with the first node 330 has been com-
pleted. Then the controller 1000 conducts encrypted commu-
nication with the first node 330 using the MSK included in the
second authentication success message.

With reference to FIG. 11, an exemplary configuration of a
second authentication server will be described.

FIG. 11 is a block diagram of a second authentication
server according to an exemplary embodiment of the present
invention.

Referring to FIG. 11, the second authentication server 320
includes a transmitter 1110, a receiver 1120, a memory 1130,
and a controller 1100.
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The transmitter 1110 and the receiver 1120 perform a wire-
less communication function of the second authentication
server 320. For example, the transmitter 1010 transmits a
second authentication request message to the first authenti-
cation server 310, and transmits a second authentication suc-
cess message to the second node 340.

As an example, the receiver 1120 receives a first authenti-
cation request message from the second node 340, and
receives a first authentication success message from the first
authentication server 310.

The memory 1130 stores a first node ID, a second node ID,
and an MIC set for transmission and reception of encrypted
messages to and from the second node 340, which are
included in the first authentication request message, an MIC
set for transmission and reception of encrypted messages to
and from the first authentication server 310, and a Hash value
of the second node ID and an MSK included in the first
authentication success message.

The controller 1100 provides overall control of the second
authentication server 320. In particular, the controller opera-
tively controls the transmitter 1110, the receiver 1120, and the
memory 1130. Specifically, upon receipt of the first authen-
tication request message including an EAP Response/Iden-
tity message of the first node 330, the second node 1D, and the
MIC from the second node 340, the controller 1100 detects
authentication server identification information from the first
node ID included in the first authentication request message
and identifies an authentication server corresponding to the
detected authentication server identification information
from among a plurality of authentication servers.

If the identified authentication server is the first authenti-
cation server 310, then the controller 1100 transmits the sec-
ond authentication request message to the first authentication
server 310. The second authentication request message is
used to relay the first authentication request message to the
first authentication server 310, including the same informa-
tion included in the first authentication request message
except for the MIC.

Upon receipt of the first authentication success message
including an EAP Success message for the first node 330, the
Hash value of the second node ID, the MSK, and the MIC
from the first authentication server 310, the controller 1100
transmits the second authentication success message to the
second node 340. The second authentication success message
is used to relay the first authentication success message to the
second node 340, including the same information as included
in the first authentication success message except for the
MIC.

With reference to FIG. 12, an exemplary configurationof'a
first authentication server will be described.

FIG. 12 is a block diagram of a first authentication server
according to an exemplary embodiment of the present inven-
tion.

Referring to FIG. 12, the first authentication server 310
includes a transmitter 1210, a receiver 1220, a memory 1230,
and a controller 1200.

The transmitter 1210 and the receiver 1220 perform a wire-
less communication function of the first authentication server
310. For example, the transmitter 1210 transmits EAP-based
messages for authentication with the first node 330 to the first
node 330 and transmits a first authentication success message
to the second authentication server 320. The receiver 1220
receives a second authentication request message from the
second authentication server 320.

The memory 1230 is configured to store information. For
example, the memory 1230 stores a first node 1D, a second
node ID, and an MIC set for transmission and reception of
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encrypted messages to and from the second authentication
server 320, which are included in the second authentication
request message, a Hash value of the second node 1D, and an
MSK generated in the authentication procedure with the first
node 330.

The controller 1200 provides overall control of the first
authentication server 310, In particular, the controller 1200
operatively controls the transmitter 1210, the receiver 1220,
and the memory 1230. Specifically, upon receipt of the sec-
ond authentication request message including an EAP
Response/Identity message of the first node 330, the second
node 1D, and the MIC from the second authentication server
320, the controller 1200 performs an EAP authentication
procedure with the first node 330 using the information
included in the second authentication request message.

If the first node 330 is authenticated, then the controller
1200 generates the MSK and the Hash value of the second
node ID. Then the controller 1200 transmits the first authen-
tication success message including an EAP Success message
for the first node 330, the Hash value of the second node 1D,
the MSK, and the MIC to the second authentication server
320.

As is apparent from the above description, because exem-
plary embodiments of the present invention enable authenti-
cation between nodes in acommunication system, the authen-
ticated nodes can conduct encrypted communication with
each other. According to exemplary embodiments of the
present invention, nodes may be an Internet Protocol Televi-
sion (IPTV), a portable terminal, a laptop, a vehicle, and/or
the like. Furthermore, because encrypted communication
may be conducted between various nodes such, information
can be transmitted and received with security.

While the invention has been shown and described with
reference to certain exemplary embodiments thereof, it will
be understood by those skilled in the art that various changes
in form and details may be made therein without departing
from the spirit and scope of the invention as defined by the
appended claims and their equivalents.

What is claimed is:

1. In a communication system comprising a first node
registered to a first authentication server and a second node
registered to a second authentication server, a method for
authenticating the first node by the first authentication server,
the method comprising:

receiving an authentication request message requesting

authentication of the first node from the second authen-
tication server;
authenticating the first node using an identifier (ID) of the
first node comprised in the authentication request mes-
sage by conducting an authentication procedure
between the first node and the first authentication server;

generating a hash value of an ID of the second node based
on the ID of the second node and a secret value between
the first authentication server and the first node if the
authentication of the first node is successful;

generating a security key for use in encrypted communi-
cation between the first node and the second node; and

transmitting an authentication success message indicating
successful authentication of the first node to the second
authentication server,

wherein the authentication request message comprises the

1D of the first node, the ID of the second node, and a first
authentication code, and

wherein the authentication success message comprises the

hash value of the ID of the second node used by the first
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node for determining to perform of communication with
the second node, the security key, and a second authen-
tication code.
2. The method of claim 1,
wherein the first authentication code comprises a first mes-
sage integrity code (MIC) to protect integrity of the
authentication request message,
wherein the second authentication code comprises a sec-
ond MIC to protect integrity of the authentication suc-
cess message, and
wherein the security key comprises a master session key
(MSK).
3. In a communication system comprising a first node
registered to a first authentication server and a second node
registered to a second authentication server, a method for
performing encrypted communication with the second node
by the first node, the method comprising:
transmitting a response identity message comprising an
identifier (ID) of the first node to the second node, when
a request identity message comprising an ID of the sec-
ond node is received from the second node;
performing an authentication procedure with the first
authentication server using the ID of the first node;
receiving a security key for use in encrypted communica-
tion between the first node and the second node;
generating a hash value of the ID of the second node based
on a secret value between the first authentication server
and the first node, and the ID of the second node;
determining a hash value of the ID of the second node using
the ID of the second node, when an authentication suc-
cess message indicating successful authentication of the
first node and a connection request message comprising
a hash value of the ID of the second node are received
from the second node; and
transmitting a connection response message indicating that
encrypted communication is possible to the second node
and performing the encrypted communication with the
second node, if the determined hash value is equal to the
hash value comprised in the connection request mes-
sage.
4. The method of claim 3,
wherein the performing of the encrypted communication
comprises performing the encrypted communication
with the second node using the security key, and
wherein the security key comprises a master session key
(MSK).
5. In a communication system comprising a first node
registered to a first authentication server and a second node
registered to a second authentication server, the first authen-
tication server for authenticating the first node, the first
authentication server comprising:
a receiver configured to receive an authentication request
message requesting authentication of the first node from
the second authentication server;
a transmitter configured to transmit an authentication suc-
cess message indicating successful authentication of the
first node to the second authentication server; and
a controller configured to:
control the transmitter and the receiver, to operatively
receive the authentication request message from the
second authentication server,

authenticate the first node using an identifier (ID) of the
first node comprised in the authentication request
message by conducting an authentication procedure
between the first node and the first authentication
servet,
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generate a hash value of an ID of the second node based
on the ID of the second node and a secret value
between the first authentication server and the first
node if the authentication of the first node is success-
ful,

generate a security key for use in encrypted communi-
cation between the first node and the second node, and

operatively transmit the authentication success message
to the second authentication server,
wherein the authentication request message comprises the
1D of the first node, the ID of the second node, and a first
authentication code, and
wherein the authentication success message comprises the
hash value of the ID of the second node used by the first
node for determining to perform of communication with
the second node, the security key, and a second authen-
tication code.
6. The first authentication server of claim 5,
wherein the first authentication code comprises a first mes-
sage integrity code (MIC) to protect integrity of the
authentication request message,
wherein the second authentication code comprises a sec-
ond MIC to protect integrity of the authentication suc-
cess message, and
wherein the security key comprises a master session key
(MSK).
7. In a communication system comprising a first node
registered to a first authentication server and a second node
registered to a second authentication server, the first node for
performing encrypted communication with the second node,
the first node comprising:
a receiver configured to receive a request identity message
comprising an identifier (ID) of the second node, an
authentication success message indicating successful
authentication of the first node, and a connection request
message comprising a hash value of the ID of the second
node from the second node;
a transmitter configured to transmit a response identity
message comprising an 1D of the first node and a con-
nection response message indicating that encrypted
communication is possible to the second node; and
a controller configured to:
control the receiver and the transmitter,
operatively transmit the response identity message to the
second node, when the request identity message is
received from the second node,

perform an authentication procedure with the first
authentication server using the ID of the first node,

receive a security key for use in encrypted communica-
tion between the first node and the second node,

generate a hash value of the ID of the second node based
on a secret value between the first authentication
server and the first node, and the ID of the second
node,

determine a hash value of the ID of the second node
using the ID of the second node, when the authenti-
cation success message and the connection request
message are received from the second node,

compare the determined hash value with the hash value
comprised in the connection request message,

operatively transmit the connection response message to
the second node, if the determined hash value is equal
to the hash value comprised in the connection request
message, and

operatively perform the encrypted communication with
the second node.
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8. The first node of claim 7,

wherein the controller is further configured to operatively
perform the encrypted communication with the second
node using the security key, and

wherein the security key comprises a master session key 5
(MSK).



